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Information on data protection in accordance with Articles 13 and 14 of the GDPR 
 
Unofficial entry registration of Ukrainian refugees to provide support / assistance as soon as possible 

 

Name and contact details of the responsible authority 

Landratsamt Wunsiedel i. Fichtelgebirge District  

Jean-Paul-Strasse 9 

95632 Wunsiedel 

 

Phone number: 09232 / 80-0 

E-mail-address: info@landkreis-wunsiedel.de 
 

Contact details of the Data Protection Officer 

Landratsamt Wunsiedel i. Fichtelgebirge District  

Jean-Paul-Strasse 9 

95632 Wunsiedel 
 

E-mail-address: datenschutz@landkreis-wunsiedel.de 
 

Objectives and legal bases of data processing 

Landratsamt Wunsiedel i. Fichtelgebirge would like to offer any assistance to Ukrainian refugees 

from the war at an early stage. As Citizens of Ukraine can enter Germany and stay there for up to 90 
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days without a residence permit, the authority Wunsiedel i. Fichtelgebirge may find it difficult to 

coordinate appropriate support services in a timely manner. Accordingly, all Ukrainian refugees from 

the war are given the opportunity to register informally in advance through an online registration 

portal created for this purpose. 

 

Therefore, the processing of personal data is based on Article 6 (1) (a) of the GDPR, ie with the 

consent of the persons concerned. 
 

 

Withdrawal of consent 

This consent may be revoked at any time without explanation to the responsible person or the Data 

Protection Officer. The legality of data processing before receiving a recall remains unchanged. Upon 

receipt of any recall, the responsible person must immediately delete the relevant data. 
 

 

Disclosure of their personal data 

Your personal data will not be transferred and used only internally by government agencies. 
 

 

Duration of storage 

Your personal data will be deleted as soon as the original purpose of the collection ceases to apply 

and there are no legal provisions on storage or archiving that would prevent its deletion. 
 

 

Data subject rights 

According to the General Data Protection Regulations, you have the following rights: 

If your personal data is processed, you have the right to receive information about the data stored 

about you (Article 15 of the GDPR). 

If incorrect personal data is processed, you have the right to rectification (Article 16 of the GDPR). 
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If the legal requirements are met, you can request the removal or restriction of processing and object 

to the processing (Articles 17, 18 and 21 of the GDPR). If you have consented to the processing of 

data or if there is a data processing contract and the processing is carried out using automated 

procedures, you may be entitled to the transfer of data (Article 20 GDPR). 

If you exercise your above rights, the government will check that the legal requirements have been 

met. 

You can claim the above rights directly from the responsible authority or the data protection officer. 

If you have consented to the processing of data (Article 6 (1) (a) of the GDPR), you have the right to 

withdraw this consent at any time and without explanation of future reasons. The legality of the data 

processing pending receipt of your recall remains unchanged. 
 

The right to appeal 

Under Article 77 of the GDPR, you have the right to lodge a complaint without prejudice to any other 

administrative or judicial remedy if you believe that the processing of your personal data is unlawful. 

 

This complaint must be lodged by the person who was actually injured with the supervisory authority 

(here: Bavaria State Data Protection Officer). 
 

 

Providing data 

You are not required by law to do the above. The purpose is to make your personal data available to 

the responsible person. The transfer of data is voluntary and based solely on your consent. 

 

Status: March 2022 
 


